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SoloProtect Overview

SoloProtect is a MediaGateway 2 component designed to provide personal protection. The device
resembles a company badge holder, but is actually a one-way cell phone that calls into Manitou when
the user presses its button. When engaged, the SoloProtect device opens a channel that records audio.
The alarm then presents to the Manitou Operator as a voice clip.

SoloProtect and all other MediaGateway 2 components require proper licensing through Bold
Technologies. If you are not yet licensed for a MediaGateway 2 component you would like to access,
please contact Bold Support to discuss your particular situation.

Setting Up SoloProtect in the MediaGateway 2

Adding an SMS Connector

SoloProtect transmits information in two parts. The first transmission is an SMS message that
sends the alarm into Manitou. The second transmission is a telephone call containing recorded
audio (either as a single unit or as multiple audio slices, depending on your settings).

Perform the following steps to add an SMS Connector to the UniversalConnector in the
MediaGateway 2:

1. Open the MediaGateway 2.
2. Select the "Connector" option under the UniversalConnector section of the Navigation
Tree as shown in the following screenshot:

4 g7 Administration
£ Line Drivers
@ Menu tems
Ii..% Connector

= UniversalConnectaor

EE Data Mapping
Ii,.% Connector
T Data Packets

Result: the following window displays:
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Click the down arrow to expand the “SMS” area of the window as shown in the
following screenshot:

#* suis -
Eﬁ Part:
L__l Baud Rate: 115200

Data Bits 8

Parity: None

Sitop Bits Cne

Flow Control: RequestToSend

Click "Add" at the top of the window.
Result: the "Add a new SMS" dialog box displays as shown in the following screenshot:




Add a new SMS

Connector Device Name: || |

Connector Type: | SMS5 b |

oK || Cancel |

5. Enter a device name into the "Connector Device Name:" field.
Note: the Connector Device Name you enter here must match the name of the Line
Driver you will create later in this document in the “Adding the SoloProtect Line Driver”
section.

6. Confirm that the "Connector Type:" field displays as "SMS". If not, select "SMS" from the
dropdown list.

7. Click "OK".
Result: the "Add a new SMS" window closes and the fields on the SMS area of the
window now display as populated with the default settings as shown in the following
screenshot:

,__a | Edit || Update || Cancel |
e

St Connector Driver Name: | SOLOPROTECT

&, PRI/T1/Analog

@ PBY Server

= oMs

;__@ Port: | |

= Baud Rate: 115200 v]
Data Bits: 8 v]
Parity: | None v]
Stop Bits: [One v
Flow Control: | Request ToSend v]

Note: you may need to modify the default settings depending on the hardware
components you have installed. Use the dropdown arrows to access additional

selections available for each field.
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Importing the SoloProtect Menus

To set up SoloProtect in the MediaGateway 2, you must first import the “MS_Identicom Yellow
Alert.xml” and “MS_Identicom Red Alert.xml|” menus. For most MediaGateway 2 components, it is only
necessary to import one menu. SoloProtect, however, has two different menus because it has two
separate routes through which users can call into Manitou. Identicom Yellow Alerts send in signals for
non-emergency events. Yellow Alerts do not trigger Manitou alarms. Red Alerts are intended for
emergency situations only, and do trigger Manitou alarms.

Perform the following steps to import the necessary SoloProtect menus into the MediaGateway 2:

1. Open the MediaGateway 2.
2. Click “Menu Items” as shown in the following screenshot:

A H,' MediaGateway ~

4 [ Operations
m Activity
4 #* SocialMedia
2 Search
¥ Geo-Fence
&r PBX Assistant
4 g% Administration

£2 Line Drivers
@ Menu tems
i.% Connectaor

3 UniversalConnector

Ed Data Mapping
1-% Connectar
T Data Packets

Result: the “Login” window displays as shown in the following screenshot:

Login

3. Enter your password, and then click “OK”.




Result: the Menu Items window displays as shown in the following screenshot:

4 - Menu Configurations
b -7 ACD Manager (1) - [ACD]
b T Auto (73) - [AUTO]
[:>--_ﬁ, AutoTexd Motify and Cancel (61) - [ATNOTIFY]
[:)'"_B EZ Care Menu (38) - [EZCARE]
[:>--_ﬁ, |derticom Red Alert (110} - [IDRED]
[:> --_ﬂ, |denticom Yellow Alert (114) - [IDYEL]
[:> --_ﬁ, |denticom Yellow Alert (1159) - [IDYELZ]
[:>--_ﬂ, Inbound OpenYoice (124) - [IOV]
[:>--_ﬁ, In-Bound OpenVoice (243) - [IVRTZ]

4. Select the “Menu Configurations” node, and then right-click it and select “Import” as shown in
the following screenshot:

41 g MenuCo T
[_5"_& ACD M :__ Refresh
b-To Ao (] © Add
[ "_ﬂ EZ Ca
P . Tree Debug
Boa |dertic i §
B --_ﬂ |[denticom Yellow Alert (114) - [IDYEL]

5. The “Open” window displays as shown in the following screenshot:




1 | | <« ProgramData » Bold Technologies Ltd » MediaGateway » v C.| | Search MediaGateway P |

Organize ~  New folder = ~ [N @
e ™| Mame Z Date modified Type Size “
B Desktop 4 1.6.1.0 5/16/2014 2231 PM  File folder
j. Downloads . backup 6/19/2014 212 PM  File folder
?_-:'_ Recent places 3 M5_ACDMAN-MULTICONTACTS.xml 1/31/2014 9:17 AM XML File 97 KB
._3 MS_Arm Status.xml 1/31/2014 917 AM XML File 15 KB =
18 This PC EI M5_Channel Bank.xml 1/31/2014 917 AM XML File 13 KB
‘H Desktop :_3| M5_Engineer Checkin.xml 1/31/2014 917 AM - XML File 11KB
E Documents = :3 MS_Extend OpenClose Schedulexml| 1/31/2014 %16 AM XML File 83 KB
H. Downloads _3 M5_GemTekxml 1/31/2014 917 AM XML File 3KB
_H' Music _E] M5_ldenticom Man Down xml 1/31/2014 917 AM XML File KB
_EI Pictures EI M5_ldenticom Red Alertaxml 1/31/2014 917 AM - XML File 7TKB
j Videos 3 M5_Identicomn Yellow Alert.aml 1/31/2014 9:17 AM XML File TKB
iy Local Disk (C:) ] M5_In-Bound OpenVoiceml 1/31/2014 317 AM XML File 287 KB
[l DD Drive (D7) 50 EI M5_In-Bound VRT.xml 1/31/20014 %16 AM XML File 211 KB
N 3 M5_Key-Holder Call inxml 1/31/2014 %16 AM XML File 76 KB
€l Network [v] [ Ms_Line Check (Manitou).xml 1/31/2014 916 AM XML File 13KB v
File name: || v| | Menu Structure Files (M5 .xml) V|
| Open | | Cancel |

Select the “MS_Identicom Yellow Alert.xml|” menu, and then click “Open”.
Result: the “Add Menu Structure” window displays as shown in the following screenshot:

Enter a code and name into the appropriate fields, and then click “OK".
Result: the menu you just created now displays in the Menu Items list as shown in the following
screenshot:

4T IdenticomYellow Alert (1339) - ['YA]

. 4.7, Waitfor Sliced Audio (1340)
d_:“ Send Sliced Audio Signal (1341)
.7, End Session (1342)
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8. Select the “Menu Configurations” node again, and then right-click it and select “Import” as
shown in the following screenshot:

1{__@ Menu Corfimmtinms |

"o \dentic
b - g Identicom Yellow Alett (114) - IDYEL]

— e~
b T ACD :' Refresh
F}"_ﬂ Ato {' 5 Add
b-Tg EZCa
[=> Tree Debug

9. The “Open” window displays as shown in the following screenshot:

t+ | . « ProgramData » Bold Technologies Ltd » MediaGateway » v O | | Search MediaGateway P |
Organize +  Mew folder i ~ @ @
¢ Favorites N Name E Date modified Type Size “
Bl Desktop & 1.6.1.0 5/16/2014 231 PM  File folder
4 Downloads 1. backup 6/19/2014 2:12 PM File folder
2 Recent places E MS_ACDMAN-MULTICONTACTS.xml 1/31/2014 917 AM XML File 97 KB
3 MS_Arm Status.xml 1/31/2014 %17 AM XML File 15 KB =
18 This PC E| MS_Channel Bank.xml 1/31/2014 317 AM XML File 13KB
| Desktop EI M5_Engineer Checkin.xml 1/31/2M4 917 AM - XML File 11KB
| Documents = _§| M5_Extend OpenClose Schedulexml 1/31/2014 3:16 AM XML File 83 KB
& Downloads E] M5_GemTek.axml /3172014 917 AM - XML File 3KB
W Music _EI MS_ldenticom Man Down.aml 1/31/2014 9:17 AM XML File SKB
=] Pictures §| M5_ldenticom Red Alert.ml 1/31/2014 917 AM XML File TKB
H Videos 7 MS_Identicom Yellow Alertaml 1/31/2014 917 AM - XML File 7TKB
&y Local Disk (C:) ] M5_In-Bound OpenVoicexml 1/31/2014 917 AM XML File 287 KB
[ DVD Drive (D) S0 E| M5_In-Bound VRT xml 1/31/2014 316 AM XML File 211 KB
EI MS_Key-Holder Call inxml 1/31/2014 %16 AM XML File 76 KB
€l Network ~ | 7] MS_Line Check (Manitou).xml 1/31/2014 916 AM XML File 13KB v
File name: || v| | Menu Structure Files (M5*.xml) V|
| Open | | Cancel |

10. Select the “MS_Identicom Red Alert.xml” menu, and then click “Open”.
Result: the “Add Menu Structure” window displays again as shown in the following screenshot:
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o) Add Menu Structure \;‘i-
P

Mame: | |

Type: OpenVoice/SMS

| oK || Cannel|

11. Enter a code and name into the appropriate fields, and then click “OK”.
Result: the menu you just created now displays in the Menu Items list as shown in the following
screenshot:

4 --_,B |derticom Red Alert (1416) - [IRA]

. a4-j Wait for Sliced Audio (1417)
----- &_ . Send Sliced Audio Signal (1418)
.. End Session (1415)

12. Modify the menu structures, as necessary.
13. Click “Save”.

Adding the SoloProtect Line Drivers

Because SoloProtect uses both the “MS_Identicom Yellow Alert.xml” and the “MS_Identicom
Red Alert.xml” menus, you must add two separate SoloProtect Line Drivers in the
MediaGateway 2.

Perform the following steps to add the SoloProtect Line Drivers:

1. Open the MediaGateway 2.
2. Select the “Line Drivers” option from the Navigation Tree as shown in the following screenshot:
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4 [ Operations
m Activity
4 #* SocialMedia

X Search
8 Geo-Fence

2 PBX Assistant
4 g% Administration

E% line Drivers

“@ Menu ftems
\% Connector

Result: the “Login” window displays as shown in the following screenshot:

Password ||

Login

Enter your password, and then click “OK”.
Result: the Line Drivers window displays as shown in the following screenshot:

Line Driver

3 2000

2001

300

m

302

303

304

305

Description
[ Recsiverline 2
System | Line 1
System | Line 2

& OO e

Status
(S]
8]
]
(6]
8]
S}
(6]
8]

Line Function

COpenVoice {Out-Bound)

Intemal Transfer Line

TwoWayPLUS

TwoWayPLUS

TwoWayPLUS

TwoWayPLUS

TwoWayPLUS

OpenVoice (Out-Bound)

w

Properties Driver

STATIONID=1

MENU=TWOWAYDIRECT LINEID=8,FEP=1, RECEIVER=65,LINE=599, USEDNIS=1 TYPE=0
LINEID=588 FEP=1 RECEIVER=65,LINE=333 TYPE=0,USEDNIS=1MENU=TWOWAYDIR...
MENU=ELEV1 LINEID=2 FEP=1 RECEIVER=1,LINE=2 TYPE=1,USEDNIS=0

MENU=TWIPA LINEID=3 FEP=1,RECEIVER=1,LINE=3, TYPE=1,USEDNIS=0
MENU=TWIPA LINEID=4 FEP=1,RECEIVER=1,LINE=4 TYFE=1,USEDNIS=0

220202200 Q

MENU=0OVTEST2 BUSYRETRIES=3 PVD=0

Click the arrow on the last Line Driver line (denoted by an asterisk) as shown in the following

screenshot:

O —

o[

Result: a list of available Line Drivers displays as shown in the following screenshot:
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5. Select the Line Driver you want to add.
Note: the Line Driver you add here must match the “Connector Driver Name:” you previously
added for the SMS Connector. Because we previously added the “SoloProtect” Connector Driver
for our example, we are adding the “SoloProtect” Line Driver here.
Result: the Line Driver you selected now displays as shown in the following screenshot:

| [pouorror V] o[

6. Click in the “Description” field, and enter a description as shown in the following screenshot:

‘ SOLOPROT.. | Yelow Q :l

7. Click the arrow in the Line Function field for the Line Driver you are creating, and select
“SoloProtect” as shown in the following screenshot:

Bold Technologies | W



OpenVoice (Out-Bound)

OEen‘u’nice iln-buundi

LineCheck
PE¥Assistant
TwoWayPLUS
Intemal Transfer Line
UniversalConnectar
Auto Texd
ChannelBank
SocialMedia

Result: SoloProtect now displays as your selected Line Function as shown in the following
screenshot:

| 7 |soLopROT.. ¥|¥ Yelow &)

8. Click in the “Properties” column for the line on which you are creating your new Line Driver, and
then right-click in the field and select “Properties” as shown in the following screenshot:

> [orror. |3 v e B Properic ———

i E] Copy To Properties i

| | Lookup - Line Function F

Result: the “Function Properties” window displays as shown in the following screenshot:

4| B
RecordTime
SliceTime
Menu
Lookup

Menu
Menu to use

9. Click at the right edge of the “Menu” line until a dropdown menu displays as shown in the
following screenshot:
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= 31| B
RecordTime
SliceTime
Merw |

Lookup

10. Select the menu you imported earlier from the dropdown menu.
Result: the dropdown menu closes, and the menu you selected now displays as shown in the

following screenshot:

%= 51| B
RecordTime
SliceTime
=]
Lookup

11. If you want to designate the total duration for user voice recordings, click in the “RecordTime”
field and enter the number of seconds for which you want the SoloProtect device to record.
Bold Technologies |




12. If you want to designate the duration for each audio slice, click in the “SliceTime” field and enter
the number of seconds you want each slice to last.
Note: although you have the option of designating that user voice recordings present to
Manitou whole (i.e., not sliced), duration entries you make here override that option. Refer to
the instructions for “Setting Recording Options” in this document for further information.

13. Click “OK”.
Result: the properties you selected now display in the “Properties” field as shown in the
following screenshot:

| SOLOPROT.. ¥ | Yelow © |sooProect  v|MENU-IYA

Note: depending on your specific configuration, defining additional menu properties in the
“Function Properties” window may be required.

14. Again, click the arrow on the last Line Driver line (denoted by an asterisk) as shown in the
following screenshot:

» o o[ e

Result: a list of available Line Drivers displays as shown in the following screenshot:

2000 -

&
m

-k

L4
D00 00000000000 ®KE

15. Select the Line Driver you want to add.
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16.

17.

18.

Note: the Line Driver you add here must match the “Connector Driver Name:” you previously
added for the SMS Connector. Because we previously added the “SoloProtect” Connector Driver
for our example, we are adding the “SoloProtect” Line Driver.

Result: the Line Driver you selected now displays as shown in the following screenshot:

Click in the “Description” field, and enter a description as shown in the following screenshot:

SOLOPROT... V|| Red [§] I:' (¢]

Click the arrow in the Line Function field for the Line Driver you are creating, and select
“SoloProtect” as shown in the following screenshot:

OpenVoice (Out-Bound)

Openoice (Inbound
i Protect

LineChechk
PB*Assistant
TwoWayPLUS
Irtemal Transfer Line
UniversalConnectaor
Auto Ted
ChannelBank
SocialMedia

Result: SoloProtect now displays as your selected Line Function as shown in the following
screenshot:

7 [sotormor_ ] e o o

Click in the “Properties” column for the line on which you are creating your new Line Driver, and
then right-click in the field and select “Properties” as shown in the following screenshot:

v [sowrror. +] s O [sobroiect = —— &
— = 1 FE C T =
Lockup Line Function Parameters B CopyloPmperies |

Result: the “Function Properties” window displays as shown in the following screenshot:

Bold Technologies | K3



B=sl| &=

FRecordTime
SliceTime
Menu
Lookup

19. Click at the right edge of the “Menu” line until a dropdown menu displays as shown in the

following screenshot:

=
RecordTime
SliceTime
(Merw ]

Lookup

20. Select the menu you imported earlier from the dropdown menu.
Result: the dropdown menu closes, and the menu you selected now displays as shown in the

following screenshot:
Bold Technologies |




a2l Function Properties -|o -

@z A r
== £

RecordTime
SliceTime

LET 1R [T

Lookup

Menu
Menu to use

0K || Cancel

21. Click “OK”".
Result: the properties you selected now display in the “Properties” field as shown in the
following screenshot:

SOLOPROT.. |l Red €@ [sobPetect  v|MENU-IRA [5)

Note: depending on your specific configuration, defining additional menu properties in the
“Function Properties” window may be required.
20. Click “save”.

Setting SoloProtect Recording Options

The instructions provided in this section allow you to splice multiple audio slices together into a
single unit. Recording options for SoloProtect are set in both the MediaGateway 2 and Manitou.

Before performing the specific setup instructions for the MediaGateway 2 and Manitou, you
must update to Patch 55 (if you have not already done so). Please contact Bold Support for
assistance in performing this update.

Setting Recording Options in the MediaGateway 2

Bold Technologies |



After you have updated to Patch 55, perform the following steps to set SoloProtect recording

options in the MediaGateway 2:

1.
2.

3.

Open the MediaGateway 2.
Click “Menu Items” as shown in the following screenshot:

a4 8¢ MediaGateway ~
4 [ Operations
um Activity
4 % SociglMedia
I Search
0§ Geo-Fence
Z» PBX Assistant
4 g Administration

L2 Line Drivers
@ Menu tems
‘% Connector

3 UniversalConnector

EE Data Mapping
i.% Connector
T Data Packets

Result: the “Login” window displays as shown in the following screenshot:

Login

Pazsword || |

Enter your password, and then click “OK".
Result: the Menu Items window displays as shown in the following screenshot:

19



4. Navigate to the “Components” window on the right of your screen.

4 - Menu Configurations
b -7 ACD Manager (1) - [ACD]
b T Auto (73) - [AUTO]

[:>--_ﬁ, AutoTexd Motify and Cancel (61) - [ATNOTIFY]

[:)'"_B EZ Care Menu (38) - [EZCARE]

[:>--_ﬁ, |derticom Red Alert (110} - [IDRED]

[:> --_ﬂ, |denticom Yellow Alert (114) - [IDYEL]

[:> --_ﬁ, |denticom Yellow Alert (1159) - [IDYELZ]

[:>--_ﬂ, Inbound OpenYoice (124) - [IOV]

[:>--_ﬁ, In-Bound OpenVoice (243) - [IVRTZ]

5. Select the “Components” option, right-click it and then select the “Add” option as shown in the
following screenshot:

4 |3 Componeg —

4 g Stan

A:'l;r:
i

i,

(4]

Y
2

Add

Import

Export

—

-

Result: the “Menu Functional Component Properties” window displays as shown in the
following screenshot:
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ol Menu Functional Component Properties I;li-

Name: || |
Message: ~
W
Pre-Method Message: ~
'S
Method Parameters: Name Type Default Modfier Message
Post-Parameters -
Message: >
Method: Mone -
Post-Method Message: ~
(Success) ~
Post-Method Message: ~
(Failure) w
Available for the following menu types: All | OK | | Cancel |

6. Enter “SendAudioSlice” into the “Name:” field, and click “OK".

Navigate to the “Components” window on the right of your screen again.

8. Select the “Components” option, right-click it and then select the “Add” option.
Result: the “Menu Functional Component Properties” window displays.

9. Enter “SendAudioSliceSignal” into the “Name:” field, and then click “OK”.
Result: the “SendAudioSlice” and “SendAudioSliceSignal” MFCs no display in the Components
window as shown in the following screenshot:

N

4 9 SoloProtect M.F C's
f,}j SendAudioSlice
f,}j SendAudioSliceSignal

10. Click “Save”.

Setting up the Recording Options in Manitou

Perform the following steps to set up the SoloProtect recording options in Manitou:

1. Open the Manitou Supervisor Workstation.
2. Navigate to the “Maintenance” menu, and then click “Setup” and “Receiver Types”.
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Result: the “Receiver Types” form displays as shown in the following screenshot:

Wiew T : __________________ _E _d-if_-_-_-_-_-_-_-_-_-i Delete Save
Receiver Types
ADEMCD -Ademco B85~ [=E) Receiver Code:  ADEMCO
ADEMCO900 - Ademeca 900 —
ADMTE10 - ademeo 7E10IR Marne: |4demeo BES
ADPROFASTSCAM - Ad Pro Athibutes: |
AESTFO-ADM - AES 7701 ir _
AESTTOT-RAD - AES 7701 in = Driver: |-"-"-DM535 ﬂ Ademco B35
BASE10-BASETD Diaiame:
phions: = = =
BOLD MGZ - Bold Medial ate |VEH IRFIRFCA=3.DEBUG-T
BOLD ¥ML MOHE - Bold XMl
BOLDIF - Bold IP Receiver
BOLDMEG - Bold Medial atews

3. Select the FEP Driver you use to communicate with the MediaGateway 2 from the list.

Result: the FEP Driver you selected displays on the “Receiver Type” form as shown in the
following screenshot:

Receiver Types

% Receiver Code: MG
Marne: |M edials ateway
Attributes: |
Diriver: |BOLD:ML | BoldxML
Options: \DEBUG=1, MODEL=1, HB=1,

4. Enter “MULTIFRAME=1" into the “Options:” field following the already existing text as shown in
the following screenshot:

Receiver Types

=

Receiver Code: MG

i

M amne: |Meu:|ial3 atenway

Attributes: |

Diriver: |E OLDML ﬂ Bald >kL
Options: |DEEL|G='|,MDDEL='|,HE='|,ML|LT|FF|.-‘1‘-.ME='|

5. Click “Save”.
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Setting up SoloProtect in Manitou

Adding the SoloProtect Audio Type

Perform the following steps to add the SoloProtect Audio Type in Manitou:

1. Open the Manitou Supervisor Workstation.

2. Navigate to the “Maintenance” menu, and click “Setup” and then “Audio Types”.
Result: the “Audio Types” window displays as shown in the following screenshot:

Wiew Mew Edit Delete Save Cancel
| | Audio Types
q 5
h / Audio Type Code;  2wiAY
AMBER - Amber Test Description; |Twc| Way Audio Commands
IC - InstantConnect
LC - LineCheck Access Type: [Phone Line ]
MPALDIO - Media Player dudio
TWwS - TwoiW apSimple [~ Dial Back v SendKeep-dlive
Keep-alive time:  [an j seconds
Keep-alive digits: 4
Audio Type Details
Function Description Digits Ligten Only | Update Initial Status | Har
b | Listen 3 W W 2

Talk 1 r [ r

Extend 7 r [ r

Hangup 9 v r r

o | i
3. Click “Edit”, and then click “Add”.
Result: the “Add Audio Type” window displays as shown in the following screenshot:
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Add Audio Type
Audio Type Code: ||

Description: |

Acoess Type |Phane Line

kFeep-alive time: |30 :II seconds

k.eep-alive digits:

[ Dial Back [ Send Keep-dlive

Cancel

4. Enter a code into the “Audio Type Code:” field.
5. Enter a description into the “Description” field, and then click “OK”.
Result: your new Audio Type displays on the “Audio Types” form as shown in the following

screenshot:
Wi e Edit Delete Save
| Audio Types
- Yy

2ad i - Twwa way Aud
EDmmandI:D Ao q/’ Audio Type Code: 5P
AMBER - Amber Test Drezcription; |SoloPratect
IC - IngtantConnect
LC - LineCheck Access Type: [Phore Line ]
MPALDIO - Media Player Audio
CP - SaloProteck [ Dial Back [ Send Feep-dlive

TS - Twolw aySimple

6. Click “Save”.

Adding a Transmitter Type

k.eep-alive time:

K.eep-alive digits:

an j seconds
Ii

Perform the following steps to add a SoloProtect Transmitter Type in Manitou:

1. Open the Manitou Operator Workstation.

2. Navigate to the “Maintenance” menu, and select the “Transmitter Types” option.
Result: the “Transmitter Type” form displays as shown in the following screenshot:
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Wi

=-Ewent Monitaring

ADPRO - Ad Pro Fast Scan

AMYS - amy's test

AUDIO - audio test

DFLT - Default Transmitter Typ

DIGITALWATCH - digital watcl

EY - Exacgvizsion

GEH101 - Testing 101 T type

IC - Test

JOSE - Testing adding new typ

LC - Line Check

LIMEAR - linear

MGT - MG Transmitter

RSl - RS

SPSCHOOQLS - SPSCHOOLS

STAMDARD - Standard

SUREVIEW - Sureview

T'w'S - Twolw'apSimple

WK - Wert w1000

WIDED -IDED

HML OUT - %ML Rev Comman
=-access Control

ALCCESS -Winpak

ONGUARD - OnGuard

WET -VED

WE2 - W2

WANPAE, - WinPak AL Tx
=-GPS

GLP3 - GPS type 3

GPST - gpsl

GPS2 - gps2

GP53 - BoldS05

Tranzmitter Type

'”E| Transmitter Type:
= System Type:
Description:

Frotocol Tppe:

Reverze Cmd Protocol:

Tranzmitter Input (D
B Group 1 Yalue R ange:

Group 2 Walue Range:

Group 3 Value A ange:

T Input 10

Attributes
58 |~ Audio Capable

e

ADPRO

Event M onitoring

|&d Pro Fast Scan

|f-\demco High Speed

|N0ne

Baze
i« Decimal

-

Hexadecimal
+ Decimal
" Hewxadecimal
{+ Decimal
" Hewxadecimal

=1

=l

b imirriLarn b Eirmum Separator
| | |

| | [

| |

[Clear |

[~ Create Call Sezzion [Mo Listen-In)

| Drop Listen-In if no Alarm

v ‘“ideo Capable

[~ Raw Event Programming
| Monitored Transmission Path
[~ Generate L-T-T Only When Closed

3. Select the “GPS” node from the Navigation Tree.
4. Click “Edit”, and then click “Add”.
Result: the “Transmitter Type” window displays as shown in the following screenshot:

Transmitter Type

Type: "

D escription: |

System Type: |G P5

Copy From: |

Audio Type: | j

Video Type: |.-’-‘u:1F'ru - Bosch Wideojet [.-’-‘«HMFj

5. Enter atype and a description into the appropriate fields, and click “OK”.
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Result: the Transmitter Type window closes, and the system returns you to the Transmitter Type
form as shown in the following screenshot:

Transmitter Type

Transmitter Type: 5P
L=]

System Type: GP3

Descriptian: |SaloProtect

Pratocol Type: | |
Reverse Cmd Protocal: |N ahe ﬂ

Transmitter [nput (D

B Base k irirriLar b a=innam Separataor
v Decimal
Group 1 Yalue Range:; | |

i~ Heradecimal

Decimal

'
i Heradecimal | | l_
i+ Decimal | |

i~ Heradecimal

Group 2 Yalue Range:

[aroup 3% alue Range:

T Input 1D

Clear

Attributes

| Awudioc Capable Audio Type: | ﬂ
| Create Call Session [Mao Listen-|n]
| Drop Listen-In if no Alarm

| Video Capable Yideo Type: | ﬂ

| Raw Event Programming

| Monitored Transmission Path

| Generate L-T-T Qnby When Closed
| Locatable Device

Select the “Audio Capable” checkbox in the “Attributes” area of the form.

Select the Audio Type you previously created from the “Audio Type:” dropdown list.
Select the “Locatable Device” checkbox in the “Attributes” area of the form

Your entries on the Transmitter Type form should now match the following screenshot:
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Tranzmitter Type

Tranzmitter Type: 3P
Li=1

System Type: GFS

Dezcrption: |5|:|||:|F'r|:|tecti

Protocal Type: | |
Rewerze Crmd Pratocal: |N|:|r'|e ﬂ

Tranzmitter [nput (D

e Baze birirnuirn b &irniam Separatar
ﬁ {« Decimal
Group 1 Yalue Range: | |

" Hexadecimal

{« [Decimal
Group 2 Yalue Aange: ™ Hexadecimal | |
{« [Decimal
G Ialue R 3 .
R SR e (" Hexadecimal | |
T34 Input 10; | Clear
Aftributes
: W Audic Capable Audio Type: S elaPratect Ed

[ Create Call Session [Nao Listen-n)
[ Drop Listen-In if no Alarm

[ Video Capable Yideo Type: | j

[ Raw Event Programming

[ Monitored Transmission Path

[ Generate L-T-T Onby When Closed
[+ Locatable Device

10. Click “Save”.

Adding a Transmitter

Perform the following steps to add a Transmitter in Manitou:

1. Open the Manitou Operator Workstation.
Open the Customer for whom you want to add a Transmitter.
3. Select the “Systems” option from the Jump To menu.

Result: the following window displays:

g
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=-Event Monitaring
=-1 - Event Manitaring
=-Tranzmitters

2-1C Test

4 - LineCheck,
Programming
Tranzmitter Linking
Areas
Zones
Devices
Uzers
Reminders

Access Control
=-GPS
=-2 - best
Azzet Tracking
Reminders
=-3 - BoldS05
Tranzmitters
Programming
Azzet Tracking
Reminders
Other

4. Select the “GPS” node

1 - Digital W atchdog

3 - Twaow aySimple

5. Click “Edit”, and then click “Add”.
Result: the “Add System” window displays as shown in the following screenshot:

Add System
System Mumber; ||E :II
Dezcription: |
System Type: ||3F'5

=l

b oritaring Type:

|Lacatian Manitaring

x| oAl

Cancel

6. Enter a description into the “Description:” field, and click “OK”.

Result: the “Customer System” form displays as shown in the following screenshot:
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Cuztomer Syztem

% Syztemn Mumber; 4

D escription; |5 oloProtect

Systern Type: |GFS =1
Syztem (D |

Parel Type: |

Parel Type Comments:

tax Transmitters: Mo Lirnit

bl & Aazets: Mo Lirnit

7. Select the “Transmitters” node from the Navigation Tree (under “GPS” and “SoloProtect”).

8.

Add Transmitter

Tranzmitter Mo: ill

Dezcription: |

Ok,

Cancel

Enter a description into the “Description:” field, and click “OK”.
Result: the new Transmitter you added now displays on the “Transmitter” form as shown in the

following screenshot:
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10.
11.
12.
13.

Transmitter

i Tranzmitter Ma: 5

D escriptio: |SoloProtect
Tranzmitter Tope: || ﬂ
Receiver Line Prefix; | ﬂ Caller 1D 1: | .
Transmitter |0 ﬂ Caller 1D 2: | .
T Pratocol Type: | ﬂ Remote Address: |

Tranzmitter D ates
Path-Enabled D ate: | j
Connect D ate: | j
Termination 0 ate:; | j

[ Generate Restore Overdues [ Audio Capable [~ Encrypted
[ Any Activity Satisfies Test | Create Call Session (Mo Listen-In} [ Backup Transmitter
[ Extended Signaling [~ Drop Listen-In if no Alarm
[ Do not use Dealer Programming [ Wideo Capable
[ Generate L-T-T Onhy When Closed [ Raw Event Programming
[ Regular Activity Expected [ Monitored Transmission Path

Tranzmitter Test

i : I |

p Interal: ||:| | | ﬂ

o
Mokes

il

Select the Transmitter Type you previously created from the “Transmitter Type:” dropdown
menu.

Select a Receiver Line Prefix from the “Receiver Line Prefix:” dropdown menu.

Enter the user’s telephone number into the “Transmitter ID:” field.

Enter the user’s telephone number again into the “Caller ID 1:” field.

Your entries on the Transmitter form should now match the following screenshot:

Bold Technologies |



Trangmitter

i Transmitter Mo: 5
Drescription: |SoloPratect
Transmitter Type: 5F =

Receiver Line Prefix ||:||:| Caller I 1: |[539] 599.9995 o

=1
=1

Transmitter 10 9895999935 J Caller 1D 2: | .
j

Femote Address: |

T+ Protocol Type: |

Tranzmitter D ates

Path-Enabled D ate: | J
Connect D ate: | J
Temination [ ate: | J

Options

1 % [ Generate Restore Overdues v Audio Capable [ Encrypted
[ Any Activity Satisfies Test [ Create Call Session (Mo Listen-In} [ Backup Transmiter
[ Extended Signaling [ Drop Listen-In if no Alarm
[ Do not use Dealer Programming [ Video Capable
[ Generate L-T-T Onhy When Closed [ Raw Event Programming
[ Regular Activity Expected [ Monitored Transmission Path

Tranzmitter Test

S8 - JF | -

f@ Interyal: [ = | |

2
Motes

Ll

14. Click “Save”.

Adding an Action Pattern

Note: you can create a Manitou Action Pattern to perform many different functions. In this instruction
example, we will create a simple Action Pattern to contact the Customer at the site in the event a “*F”
alarm arrives into Manitou. Depending on the specific Action Pattern you want to create, your
procedures for creating and executing an Action Pattern may vary.

Perform the following steps to add a Manitou Action Pattern:

1. Open the Manitou Operator Workstation.
Navigate to the Maintenance menu, and select “Monitoring Company”.
3. Select the “Action Patterns” option from the Jump To menu.
Result: the Action Patterns form displays as shown in the following screenshot:

g
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4.

5.

Wi

- #gl Global

SR §<Default:
I+ G1-Global 1
|5 G2 - Global 2
|5 G3-Global 3
|5 G4 - Global 4
|5 G5 - Global 5
|5 GE - Global 6
Lo GRAC -
|5 G7 - Global 7
|5 G8 - Global 8
L:*f G3 - Southwest
|5 GEURE - Burglary |
|5 GFIRE - Fire Global
Lo GGEN - General 4
L JUMP - Testing the
L:*f RO - Restare Over
L:*f SC - Show Caornmer

=123 intrusion
@ 12 - do thiz one

Select the node for the category into which you want to add an Action Pattern.

Note: in our example, we are selecting the “Default” category node.

Click “Edit”, and then click “Add”.

Result: the “Add Action Pattern” window displays as shown in the following screenshot:

Add Action Pattern

Copy From: || j

Achion (D |

Dezcrption: |

Categony: |<Default> | T Auto-Run

Cancel

Enter an Action ID and a description into the appropriate fields.

If you want, select the "Auto-Run" checkbox, and then click "OK".

Note: having an Auto-Run designation is not necessary when you are operating in AutoClient
mode.

Result: the “Add Action Pattern” window closes and the system returns you to the Action
Patterns form as shown in the following screenshot:
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Remaove | Action Patterns

= 'a Global Command: |Contact = | [~ Show suppressed contacts
-3 <Defaults Q“
E =1-F23 Contact
g G1 -Global 1 Nial MacD nald [T echriciar]
L':‘:r f32 - Gilobal 2 George Habenicht [Keyholder]
g G2 - Giohal 3 Bill [T echnician]
& g; - E:DEE: ; Ay [Kepholder]
o o8- e Aoy Test [Contact]
3 g;glﬂbal ° Inbound Open Yoice [Contact]
E - | Comparny
3 g; - E:DEE: ; —|-Mat g0 Central Station
- Glaba

-, Site [[222] 3331122]
\f G - Southwest Home [[222) 333-1123)
\f GBURG - Burglary | E-Maill [melaniehE@baldaraup. carm)

3 gg‘;’i 'E"E G'”E' web Address [123 foo.cam)
- Benera s .

7 =& Cal List

5 JUMP - Testing the @"1?1 o

[ LC - LineCheck
5 RO - Restore Over

L:j' 5C - Show Comme
=12 intrusion

{2, 12 - do this one |

8. Select the “Customer” node in the Navigation Tree, and then click “Add Command”.
Result: the “Contact Action” window displays as shown in the following screenshot:
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Ferzon Tepe: || LI
Contact Point Tepe: | LI

Call List: | = Lze

" Ty [if not found, 'DFLT', then contact paoints)

Fhone Processing Mode: {* Marmal

" Ovemde Dpenyoice
" Owvemde AutaT ext

= Script: (= Contact Point Default
= Customer Default
(" System Default
= Script
" Free Farmat

i+ wiarkflow: 6 Mo ok o

- ALARM - call pd, sites, contacts
LTT - late to test

- POLICE - Police Dispatch

- TEST - test

[~ Suspend Until Valid

Cancel

9. Select “Contact” from the “Person Type:” dropdown menu.

10. Select “Site” from the “Contact Point Type:” dropdown menu, and then click “OK”.
Result: the Action Pattern you created now displays under the “Add Command” button as
shown in the following screenshot:
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Wig

- &g Global

-3 <Default
5 G1- Global 1
5 G2 - Global 2
Lof G3-Global 3
I5 G4 - Global 4
[5 G5- Global 5
L GE - Global B
I GRAC -
5 G7- Global 7
5 G8- Global 8
[ G- Southwest
|5 GBURG - Burglary |
|5 GFIRE - Fire Global
Lof GIGEM - General Al
L5 JUMP - Testing the
5 LC - Line Check
L5 RO - Restore Over
5 5C - Show Comme
& 5P - SoloPratect
=11 intrusion
L;@ 12 - do this one

11. Click “Save”.

[ e Edit

Action Patterns

Command: |E|:|nta|:t ﬂ [ Show zuppressed contacts

Compary

—-Mot 20 Central Station

Site [[222] 333-1122)

Home [[£22] 333-1123]

E M ail [melaniehi@boldgroup. com]
Web Address [123.foo,com)

=500 Call Lists

1-1

CL1 - ¢l one

IMNTR - intru
34 Customer

2 Dealer

;i Branch

é Agency
Autharity

LAdd Commend |

COMTACT CUSTOMER COMTALCT AT SITE

Setting up Event Actions Programming

Note: this section contains example Event Actions Programming for an AT event (AC Trouble) signal and
a *F event (AC Loss) alarm. These are meant to be used as examples only to demonstrate Manitou
setup, and are not intended to be literally applied.

Perform the following steps set up Event Programming for SoloProtect:

1. Open the Manitou Operator Workstation.

N

Select the Customer to whom you want to add Event Actions Programming.

3. Select the “Systems” option from the Jump To menu.
Result: the following Navigation Tree displays:
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=-1 - Ewvent Manitaring
=-Transmitters
1 - Digital W atchdog
2-1C Test
3 - TwawfaySimple
4 - LineCheck,
Programming
Tranzmitter Linking
Areas
Zones
Devices
Uszers
Reminders
Access Control
=-GPS
=2 - best
Azzet Tracking
Reminders
=-3 - Bold505
Tranzmitters
Programming
Azzet Tracking
Reminders
=-d - SoloProtect
=-Transmitters
5 - SoloProtect
Programming
Azzet Tracking
Reminders
Other

4. Select the “Programming” node under “GPS” and “SoloProtect”, and then click “Edit”.
Result: the “Event Actions Programming” area of the form now display as follows:

Event Actionz Programming

£ |

Event TH Track [D Alarm Action [0 | nztructions

*

5. Click the right edge of the “Event” column until a dropdown menu displays, then select “AT” as
shown in the following screenshot:
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9.

E went Actions Programming

2

Event T Track D Alarm
Al >
Event Dezcription -
AT AL Trouble
B Burglam Alarm
BAd Perimeter Burg J
BaZ Intenor Burg
BA3 24 Hour Burg
Bad Entro/E =it Burg
BA5 Draw/Might Burg
BAG Burg Outdoor
BAT Burg Tamper
BAG Burg Mear Alarm
BAg Inbruzion Y erifier
BE Burglary Bypasz
BC Burglary Cancel
BD Swinger Trouble
BE Swinger Trouble Res -

Click at the right edge of the “TX” field until a dropdown menu displays, and then select the
Transmitter you previously added.

Result: the Transmitter you selected now displays in the grid as shown in the following
screenshot:

Event T Track |D Alarm Action [0 | nztructions
AT Default
*

[i]]
4

Click at the right edge of the “Alarm” field, and select “No” from the dropdown menu that
displays.
Result: your entry now displays in the grid as shown in the following screenshot:

Event Actionz Programming

5

Ewvent T# Track D Alarm Achon (D Inztruchons

FlaT 5 e =
*

Click at the right edge of the next line in the Event Actions Programming grid (denoted by an
asterisk), and select the “*F” option from the dropdown menu that displays.
Click at the right edge of the “TX” field, and select the Transmitter you previously added.

10. Click at the right edge of the “Alarm” field, and select the “Yes” option.
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11. Click at the right edge of the “Action ID” field, and select the Action Pattern you previously

created from the dropdown list that displays.

12. Your entries on the Event Actions Programming grid should now match the following
screenshot:

Event Actions Programming

[

Sort

Ewvent TH Track ID Alarm Action 1D Instructions
AT 4] Mo

A ] s g

*

13. Click “Save”.

Activating the SoloProtect Line Drivers in the
MediaGateway 2

The last task before you complete the SoloProtect setup is to activate the Line Drivers you previously

created.

Perform the following steps to activate the SoloProtect Line Drivers:

1. Open the MediaGateway 2.
2. Select “Line Drivers” from the Navigation Tree as shown in the following screenshot:

A .'Ef; MediaGateway

.

Operations
m Activity

4 @ SocialMedia

a9t

£ Line Drivers

I Search

0 Geo-Fence
&» PEX Assistant

Administration

“& Menu ltems

1.% Connector

Result: the “Login” window displays as shown in the following screenshot:

Bold Technologies |



o

Login

Password || |

Enter your password, and click “OK”.
Navigate to the first SoloProtect Line Driver you previously created, and select the checkbox
next to the “Description” field as shown in the following screenshot:

| SOLOPROT.. | Yellow @  [soloProtect v |MENU-IYA

Note: if the Line Driver checkbox is already selected, deselect and reselect it.
Result: the “Yes/No” dialog displays as shown in the following screenshot:

Yes/No -
o Do you want to start the device? [

Yes Mo

Click “Yes”.

Click “Save”.

Navigate to the second SoloProtect Line Driver you previously created, and select the checkbox
next to the “Description” field as shown in the following screenshot:

| SOLOPROT.. | Red ©  |soloProtect v | MENU-IRA

Note: if the Line Driver checkbox is already selected, deselect and reselect it.
Result: the “Yes/No” dialog displays as shown in the following screenshot:

Yes/No *
o Do you want to start the device? [

Yes Mo
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8. Click “Yes”.
9. Click “Save”.

10. Click “Re-load & Restart all Devices” as shown in the following screenshot:

File | Structure Mode

Help

Save
Database Connection

Load From Manitou

g g |

Load From File

Start
Stop
Refresh Device List

Refresh License

&£ ecoHo0

Discover Hardware

Data Mapping
Debug
Llser Maintenance

Exit

ass

Ctrl+5

Re-load & Restart all Devices

Ctrl+ U
Alt+X




